RETHINKING THE FTC’S ROLE AND ABILITIES IN PROTECTING CONSUMER DATA IN THE WAKE OF THE EQUIFAX BREACH

INTRODUCTION

In 2017, Equifax, one of the three largest consumer credit reporting agencies, announced that it had a data breach that exposed roughly 145 million U.S. consumer’s Social Security numbers, birth dates, addresses, and driver’s license numbers.1 Yahoo!’s announcement followed shortly, disclosing that its data breach actually compromised sensitive personal information of three billion Yahoo accounts.2 The repercussions of these data breaches and identity thefts may appear to be an invisible crime, but the impact on the victims is all too real.3 Injuries from identity theft can range from lifelong financial woes stemming from ruined credit, to denial of much needed welfare or tax refunds, to raised auto insurance rates, to an overwhelming emotional toll on some victims.4 Nonetheless, consumers...
that are impacted by data breaches most probably believe that it is an invisible crime, as courts generally dismiss claims brought against businesses over identity theft from data breaches because of the consumer’s inability to have standing or an insufficient showing of causation.\(^5\)

In response to the industry’s weak self-regulation, the Federal Trade Commission (“Commission”) decided to take the lead in prosecuting businesses for data breaches by “expand[ing] enforcement of existing laws [and not by] pursu[ing] new legislation.”\(^6\) Despite several other agencies and supplemental Congressional bills, the Commission is still the primary regulatory body that responds to data breaches.\(^7\) The Commission exceeded its authority in pursuing businesses who suffered a data breach by bypassing the FTC Act’s requirement of showing a substantial injury to consumers.\(^8\) The problem is not necessarily that the Commission is regulating these businesses, but rather that it requires a legislative bill to properly expand its regulatory ability and to further give the Commission a more proactive role in data security.\(^9\)

The Commission’s response to the industries lackluster self-regulation was the pursuit of enforcement through a broader interpretation of the unfair or deceptive practices or acts clause in section 5(a) of the Federal Trade Commission Act.\(^10\) The reinterpretation allowed the Commission to pursue businesses that failed to adopt “reasonable and appropriate security to protect personal information.”\(^11\) It seems like an out of place interpretation, given section 5(a)’s normal usage is against activities related
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8. See infra Part II and Part III.
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to advertising, marketing, and the sale of products or services.\textsuperscript{12} Still, the greater flaw in the Commission’s self-extended enforcement power is that in their controlling legislation, section 5(n), requires the Commission to show that the unfair practice will cause “or is likely to cause substantial injury to consumers which is not reasonably avoidable by consumers themselves.”\textsuperscript{13} However, when the Commission brings an action against a business, the complaint is instead focused on whether or not a breach occurred, and often fails to establish or address whether there was a consumer injury.\textsuperscript{14}

The main reason the Commission avoids the argument over proving an injury is that it is incredibly difficult to prove that one exposure of a consumer’s data led to an injury, evident in the quick dismissal of a majority of consumer complaints.\textsuperscript{15} The Commission contends that it is arguing under a different standard than individuals,\textsuperscript{16} but the Commission has continually been able to bypass this requirement because a majority of the time data breach cases are quickly settled out of court.\textsuperscript{17}

This advantage of avoiding the argument of establishing an injury is rapidly disappearing, as the U.S. Court of Appeals, Eleventh Circuit ruled on June 6, 2018 that the Commission must now show that the standards of unfairness it enforces must be in “clear and well-established” policies that are expressed in the Constitution, statutes, or the common law.”\textsuperscript{18} This is troublesome for the Commission, as it must now plead more than that an injury occurred, but that the injury complies with the elements of a legal principle, such as a cause of action for negligence.\textsuperscript{19} The Commission most likely may no longer simply state an injury and expect it to be sufficient.

The ruling in Eleventh Circuit, coupled with the overall ineffectiveness of data protection with the massive data breach of sensitive permanent
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information by Equifax, illustrate that a new approach to address the growing number of data breaches is needed.\(^{20}\) Enactment of a legislative bill such as H.R. 3896 to create national standards, increased responsibility, and accountability for businesses and the Commission would be a step in the right direction.\(^{21}\) H.R. 3896, with the addition of the proposed amendments in Part III seek to empower the Commission to not only prosecute after the fact, but to prevent data breaches from happening in the first place by establishing actual disincentives for violating businesses and through the creation of maintaining a set of national standards for all businesses to adhere to.\(^{22}\)

This Note argues that the Commission has exceeded its current authority by prosecuting businesses without showing a substantial injury to consumers and requires a new legislative bill to grant the Commission the needed authority to protect the privacy of consumer’s data. Part I explains how the Commission empowered itself through the Chevron\(^{23}\) reinterpretation of section 5(a) to pursue businesses whose online business practices exposed consumers online data.\(^{24}\) Part II will argue that the Commission has extended its general consumer protection powers too far because the Commission fails to satisfy section 5(n)’s requirement of substantial or likely substantial injury to consumers and pursuing actions under section 5(a) instead of creating national standards further harms consumers.\(^{25}\) Part III argues that if Congressional bill H.R. 3896 is passed, with the addition of several stronger provisions borrowed from the Health Insurance Portability and Accountability Act of 1996 (“HIPAA”), it will bring greater protection to consumers from the threats of data breaches.\(^{26}\) This Note will conclude that as more and more people move their lives online and data breaches affect more Americans than ever, Congress will need to enact legislation to protect the sensitive data held in trust by businesses.\(^{27}\) Therefore, new responsibilities for businesses and the
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Commission to maintain a higher level of data to protect consumers from the harms of these data breaches are needed.  

I. THE COMMISSION’S DISCRETION IN DATA BREACH INCIDENTS

A. The Chevron Deference

Under Article 1, section 1 of the U.S. Constitution, Congress is able to create agencies with a statute that lays out the breadth of regulatory power and the purpose of the agency. Congress delegates to agencies both the objective to enforce the text of the agency’s controlling statute, and rulemaking abilities. The courts are obligated to abide by the rules or interpretations of rules made by these agencies “unless they are arbitrary, capricious, or contrary to the statute.” However, in the seminal case of Chevron, U.S.A., Inc. v. Natural Resources Defense Council, the Environmental Protection Agency’s interpretation of Congress amended Clean Air Act trumped judicial interpretation of the statute, and granted agencies clout over interpretation of controlling statutes if it is reasonable.

1. Direct Congressional Guidance

The expanded deference to agencies’ discretion is not without its limits. The deference given under judicial review to accept an agency’s interpretation of statute would be cast aside if Congress “directly spoke[] to the precise question at issue.” The question then turns on whether the agency’s interpretation is “based on a permissible construction of the
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32. 467 U.S. 837, 845, 851 (1984) (finding that the EPA’s bubble concept policy was a reasonable interpretation of the Clean Air Act and Congress’s intent in the EPA finding the balance between the environment and economic interests).


34. Chevron, 467 U.S. at 842.
statute.\textsuperscript{35} Permissibility depends on the holistic reading of the statute and its accompanying legislative history.\textsuperscript{36}

Although this generally can be seen as a restriction of an agency’s power, it is more of a restriction on the agency’s ability to make rules itself.\textsuperscript{37} Congressional guidance can actually expand an agency’s power because the question turns from whether the agency can reach this interpretation on a reasonableness test to whether Congress’s act allowed an agency to do this action.\textsuperscript{38} Therefore, the agency may be granted broader power than if it was using its own discretion to enact their own rules, or interpretation of a statute.\textsuperscript{39}

2. Agency’s Power with Congressional Silence

When Congress is silent on the issue that falls under the regulatory area of an agency, the agency is then given deference for its interpretation of a statute.\textsuperscript{40} The main reason a court will defer to an agency is that agencies are purported to be experts in the field, whereas judges are not.\textsuperscript{41} Or as Justice Stevens stated during the discussion of \textit{Chevron}, "[w]hen I am so confused, I go with the agency."\textsuperscript{42}

B. The Commission’s Extension of Section 5 Under Congressional Silence

The advent of widespread internet commerce occurred nearly eighty years after the FTC Act, but through deference afforded under \textit{Chevron}, the Commission had the ability to respond to this new area of commerce.\textsuperscript{43} At first, the Commission insisted that self-regulation and a hands-off approach was the best route, as it was the least intrusive and most efficient means to tackle security issues.\textsuperscript{44} By 2000, the Commission felt that businesses did not sufficiently pursue self-regulation and in response to growing privacy concerns, prepared new legislation for Congress to pass to allow the
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Commission to issue and enforce specific privacy regulations for children. The Commission did not seek to extend protection to consumers in general, because, at the behest of industry leaders, the Commission still felt that the industry was better served by “implementing broad-based and effective self-regulatory programs.” However, newly elected President Bush replaced the Commission chairman who sought the proper legislative approach and therefore, eliminated any attempt for a comprehensive expansion of online privacy for consumers. The newly selected Commission chairman instead directed the Commission towards online security protection through a new interpretation of section 5(a)’s unfair or deceptive business practice or act provision to include improper data protection.

Section 5(a) of the FTC Act grants the Commission discretion to prevent all “unfair . . . acts or practices in or affecting commerce.” The section is void of enumerated unfair business practices and was most likely drafted in this manner to give the Commission the “sweep and flexibility” needed to respond to “a flexible concept with evolving content.” Congress was purposefully silent when drafting, because any attempt at a comprehensive list would have “been incomplete and likely would have become outdated or left loopholes susceptible to easy evasion.” The Commission agreed with this sentiment when responding to data breach violations and decided not to create a list with its rule making power, but to proceed on a case-by-case basis analysis of section 5(a) data breach violations to remain dynamic. The Commission chose this method
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because "[y]ou don’t do the rulemaking cause you can’t anticipate the problems until they occur."  

In turn, the public has been left in the dark over which standards apply and what level of data security is reasonable under Commission standards. The lack of rulemaking has allowed the Commission flexibility, but also free reign by not articulating the scope of its power. However, the Commission’s method of using its afforded deference to pursue data breach violations does have its limits in the form of section 5(n)’s requirement for the Commission to show a substantial or likely injury from the act or practice.

II. LACK OF SUBSTANTIAL HARM

Congress’s relative silence in regard to data breaches has allowed the Commission to continue pursuing data breach violations through section 5 of the FTC Act’s general consumer protection clause, both out of necessity and because of the much needed ability to dynamically respond to data breaches. Section 5’s general consumer protection clause is essentially a catch-all provision that allows the Commission to respond to practically any form of unfair competition, but is tempered with Congress’s original intention of the FTC Act to allow businesses to freely transact with one another without the concern of unfair practices. There is a caveat in using section 5(a)’s general consumer protection clause, as any complaint brought
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forward must comply with section 5(n) of the FTC Act, which demands that the Commission prove that the act or practice “causes or is likely to cause substantial injury to consumers.” The precedence set in International Harvester Co., requires an injury shown by the Commission to not be “trivial or merely speculative harms,” and that the “injury must be substantial.” The injury from International Harvester was substantial, as it involved a health and safety risk of severely hot fuel being shot in the air from the tractor’s fuel tank. However, when the Commission files complaints for data breach violations, it has continually left out the argument that consumers have faced any injury.

A. The Difficulty of Showing Injuries from Data Breaches

The Commission avoids arguing that the consumers have incurred a substantial injury for the simple reason that it is extremely difficult for consumers themselves to prove any sort of injury because of data breaches. In order for consumers to make it past the Article III standing requirement, they must allege, among other requirements, that the data breach inflicted a “concrete, particularized injury on them,” and that the company who mishandled their information caused the injury. Any argument brought forward by consumers usually rests upon a speculative harm, which courts consider to be valueless, as it is “rested on a chain of events that [are] both ‘highly attenuated’ and ‘highly speculative.’” Therefore, courts have routinely held that consumers have not properly pleaded injury in fact by lack of showing an injury and their cases are dismissed.
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Unfortunately, consumers actions against businesses who have compromised their data are largely dismissed in the preliminary stages because they are declared to not have an injury.\footnote{68} This is not to say that an injury is not present for victims of identity theft.\footnote{69} Beyond the time spent getting new credit cards and refunds for fraudulent purchases, identity theft can also have lasting effect throughout your entire life.\footnote{70} Besides the financial harms of identity theft, the emotional toll on victims of identity theft is akin to “emotional effects [felt by] victims of violent crimes, ranging from anxiety to emotional volatility.”\footnote{71} Victims of identity theft can become overwhelmed with both the stress of financial strain and vulnerability associated with this invasive crime.\footnote{72} They may also continue to feel “exposed all the time,” even during a simple payment transaction at a grocery store where their card is swiped twice.\footnote{73}

Nonetheless, a majority of data breach cases are still dismissed by judges over their inability to prove standing under Article III.\footnote{74} Simply put, consumers cannot show that a specific injury, as from \textit{International Harvester}, occurred to them was caused by a data breach.\footnote{75} It seems at odds with logic that the Commission is able to argue that their complaints are based on substantial injury when consumers cannot even prove an injury.

Furthermore, businesses are now turning to the dismissal of consumer cases based on direct causation by showing that the injury was “fairly . . . trace[able] to the challenged action of the defendant, and not . . . th[e] result [of] the independent action of some third party not before the court.”\footnote{76} This is an effective strategy to take, as it may be difficult if not nearly impossible for a consumer to directly tie the fraudulent usage of their sensitive data to
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the data breach.\textsuperscript{77} There are trillions of gigabytes worth of information under the control of businesses, coupled with the high probability that consumers willingly give away sensitive information, which makes it extremely difficult to pinpoint one instance.\textsuperscript{78} Consumers are not able to bring a case forward because their injuries are speculative and involve non-substantial harms.

\textit{B. The Commission’s Arguments in Support of its Injury Pleading}

This begs the question, how is the Commission able to bring complaints under section 5 when case law states that consumer injuries are too speculative and non-substantial? The Commission may point to the United States Court of Appeals, Ninth Circuit’s \textit{FTC v. Neovi, Inc.} opinion.\textsuperscript{79} The Ninth Circuit quoted the Commission’s own explanation of the limitations on its authority from its letter to Congress that stated “[a]n act or practice can cause ‘substantial injury’ by doing a ‘small harm to a large number of people, or if it raises a significant risk of concrete harm.’”\textsuperscript{80} However, the facts of the case are different than the nature of data breaches because it was an actual quantifiable harm.\textsuperscript{81} The offending business, Qhex, was an online check service where fraudsters created roughly 13,750 accounts that fraudulently withdrew more than $402,750,000 from innocent bystander’s accounts.\textsuperscript{82} The situation in \textit{Neovi} is different than data breaches because the damages are not speculative and can be directly attested to Qhex “under a theory of aiding and abetting” the fraudsters.\textsuperscript{83}
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The simpler answer is that the Commission has yet to be challenged in court over data security violations and has only had to plead that there is a "plausible case of substantial consumer harm. 84 Of the very few unfairness actions that are challenged, the United States Court of Appeals, Third Circuit ruled in favor of the Commission’s over a section 5(a) action in Federal Trade Commission v. Wyndham Worldwide Corp. 85


Wyndham Worldwide Corp. is a hospitality company whose data base was breached by hackers three times in a span of two years.86 In the last attack by hackers, they obtained payment card information for roughly 69,000 customers from twenty-eight hotels.87 Wyndham hotels argued that they themselves cannot treat their customers unfair themselves, if “the business itself [was] victimized by criminals.”88 The court quickly dismissed this argument as they provided no authority for this argument but gave support to the Commission bringing data security claims despite not fully pleading a substantial injury to plaintiffs.89 The court proceeded to state that unfairness claims generally “involve actual or completed harm,” but also that the FTC Act “expressly contemplates the possibility that conduct can be unfair before actual injury occurs.”90 Generally, the conduct only needs to be a proximate cause and not the “most proximate” cause of an injury to be a foreseeable harm.91 Wyndham did not contest that the harm was foreseeable, simply for the reason that it would be implausible to argue foreseeability for the second and third breaches.92 Essentially, Wyndham stands for the principle “that conduct can be unfair before actual injury occurs” and not for the principle that the purposed injury is unlikely to occur.93
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2. The Commission’s Untested Argument of Differing Standards

The Commission argued that itself and consumers are arguing under different standards. It contested that private plaintiffs must show an actual or imminent injury that impacts the consumer in an individual and personal way.\(^\text{94}\) Whereas, the Commission argued that it need only contend that the business practice causes or is likely to cause an injury to consumers.\(^\text{95}\) It further claims that it is immaterial to identify consumers who suffered any injury, only that some consumers suffered an injury because “the nature of the harm is so diffuse[d] that specific identities of the victims would be nearly impossible to ascertain.”\(^\text{96}\) However, the Commission’s argument has not been ruled on directly by courts and this argument has even been completely avoided, as the majority of data breach cases have been resolved by consent orders.\(^\text{97}\)

The usual process is that the Commission files a complaint in an administrative proceeding and the business complies via a consent order.\(^\text{98}\) Businesses follow this route of not challenging their case and the Commission’s authority, in order to mitigate embarrassment and legal fees.\(^\text{99}\) This has effectively allowed the Commission to bypass the difficult requirement that consumers face in trying to bring their case forward. That is not the situation now, as the Commission’s power to challenge businesses for security breaches under section 5 has significantly changed with \textit{LabMD} v. \textit{FTC}.\(^\text{100}\)

\textbf{C. LabMD v. Federal Trade Commission}

It was not until 2015 that a business decided to argue that the Commission is violating section 45(n) by not showing a substantial injury.\(^\text{101}\) Beginning in 2010, the Commission launched an investigation
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into LabMD over a potential data breach of the clinic’s patient files.\textsuperscript{102} The laboratory held sensitive personal information of over 750,000 patients and included “names, birthdates, addresses, and Social Security numbers, as well as certain medical and insurance information.”\textsuperscript{103} The Commission filed a complaint and charged LabMD with unreasonable computer data security practices that likely constituted a substantial injury.\textsuperscript{104} The proposed injury stemmed from a leak in 2005 caused by a billing manager who used “a peer-to-peer file-sharing program called LimeWire on her work computer.”\textsuperscript{105} LimeWire allowed other users to search and download any file in the billing manager’s computer, which happened to include 1,718 pages of sensitive personal information.\textsuperscript{106} The only known entity that downloaded the 1,718 pages was a data security company, Tiversa.\textsuperscript{107} Tiversa downloaded the information and used it only as a means of soliciting LabMD to hire them for data protection services, as it was evident they needed additional help in this matter.\textsuperscript{108} Although the sensitive information was held by unauthorized hands, how is there a substantial injury to the consumers if the information was never released?\textsuperscript{109}

The administrative judge presiding over the complaint found that the Commission’s argument of hypothetical harm was an insufficient basis for holding that the breach was likely to cause future harm.\textsuperscript{110} The Commission proceeded by reversing the holding and declaring that the administrative law judge improperly applied the FTC Act’s standard of unfair business practices.\textsuperscript{111} The Commission instead held that the mere fact that the document was disclosed at all constituted a substantial “privacy harm” to the consumers.\textsuperscript{112} LabMD appealed this decision to the U.S.
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Court of Appeals for the Eleventh Circuit with its key arguments that the Commission exceeded its authority under section 5 when it found “LabMD’s data security practices ‘unfair’ under section 5” and that the Commission’s order of “remedies and relief are invalid even assuming a section 5 violation.”

The Eleventh Circuit partially agreed with LabMD and issued a stay of the Commission’s consent decree against LabMD. It observed that there was merit to LabMD’s argument and that the Commission’s interpretation of section 5 “may not be reasonable.” The court agreed with LabMD’s argument that the theft of the 1718 file did not have a tangible effect on consumers as the Commission “did not point to any tangible harm to any consumer, because there is no evidence that any consumer suffered a harm such as identity theft or physical harm.” The Commission’s argument that there was injury was based solely on the disclosure of the 1718 file without authorization from the consumers and that the “consumers suffered a ‘privacy harm’ that may have affected their reputations or emotions, which therefore constituted a substantial injury.” This is in contrast to the Commission’s Policy statement that the Commission “is not concerned with... merely speculative harms,” and that “[e]motional impact and other more subjective types of harm... will not ordinarily make a practice unfair.”

The Eleventh Circuit’s most recent decision did not decide whether or not the Commission has the authority to bring suits against businesses for data security violations, but rather narrowly tailored their opinion to only concern the Commission’s order. The decision still dealt a hard blow to the Commission, as its main method of enforcement was given a substantial hurdle. The court states that the Commission is required to specifically list the remedial actions that need to be accomplished in its cease and desist
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orders and injunctions.\textsuperscript{122} The Commission’s order to LabMD contained no prohibitions and commanded LabMD to “meet an indeterminable standard of reasonableness.”\textsuperscript{123} That was not the only blow to the Commission’s enforcement of data security violations, as the Eleventh Circuit also stated that the Commission must satisfy the second 1964 unfairness factor.\textsuperscript{124} In 1964, the Commission established three factors to consider when exercising its unfairness authority.\textsuperscript{125} The second 1964 unfairness prong required that the “act or practice’s ‘unfairness’ must be grounded in statute [and] judicial decisions.”\textsuperscript{126} Therefore, the Commission cannot bring an unfairness claim through section 5(a) by arguing that a substantial injury merely occurred but must now properly argue that the violating businesses action satisfied a doctrine such as invasion of an interest of another.\textsuperscript{127}

The implications of Eleventh Circuit’s opinion over the Commission’s power to bring actions under the unfairness doctrine is rather grim. The Commission may still appeal this decision en banc or to the U.S. Supreme Court,\textsuperscript{128} but it probably will not, given the evidentiary gaps of the LabMD action.\textsuperscript{129} The Eleventh Circuit’s opinion severely harmed the Commission’s current enforcement method of data security breaches by adding an additional hurdle to the Commission’s consent decrees and by stating that the Commission must ground its unfairness claims in legal standards.\textsuperscript{130} The Commission may not have the lenience it once had before to bring claims without having to argue its merits at trial, as these new hurdles make it an easier gamble to challenge the Commission’s regulatory authority.\textsuperscript{131} However, there is a silver lining for consumers, since the Commission has now been forced to reevaluate its method.\textsuperscript{132} The best and most effective avenue for the Commission would be to once again pursue a legislative bill to unquestionably grant the Commission’s authority over
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data breaches, and to also give the Commission a more active role in protecting consumers through the creation of national standards.133

D. The Nonexistent Standards of Data Security

With the decision of the Commission to pursue data breaches on a case-by-case approach, the Commission fails to provide a clear data security standard.134 The Commission contends that the lack of standards is necessary for data security because the nature of harm of data security is dynamic.135 The Commission backs up its argument that it can choose whatever strategy they wish to take, as the Commission is “fully entitled” to take this route given current legislation.136 Although this is not the worst method to combat data breaches, as security strategies vary greatly depending on the industry or scale of operation, it leaves businesses with no bar to gauge their security protocols or to even have a security protocol at all.

1. A Standard is Needed for Data Security

When the Commission brought a complaint against the married person dating website, Ashley Madison, because of the prior data breach, it was found that the thirty-seven million user website was not adequately protected.137 This came as a surprise, as the breach and the subsequent posting of Ashley Madison member’s information on a searchable database online by the hackers is rather counter intuitive to Ashley Madison’s business model for primarily married men to engage in “clandestine


134. FTC v. Wyndham Worldwide Corp., 799 F.3d 236, 254 n.19 (3d Cir. 2015) (finding that the Supreme Court has allowed an agency where a generalized standard framework would be “doubtful,” case-by-case analysis is permissible).

135. Carson, supra note 54. The judge presiding over the appeal of LabMD v. FTC commented on why the FTC’s argument that they do not do rule making for data security violations because of the nature of security or privacy violations are dynamic.

136. Id.

Hackers were easily able to bypass Ashley Madison’s poor security measures, as its security credentials were poorly chosen to be hardcoded, and even encryption keys for the network were stored as a plain text file in emails under the name “shared passwords.” This would be akin to leaving all of the passwords to your accounts on a note taped to your computer.

Ashley Madison was not alone regarding insufficient security practices and protection, LabMD had the same problems. However, LabMD’s issue was caused by a relatively minor hiccup by a lone employee and relates more to inadequate training than the comprehensive lack of data security by LabMD. Businesses frequently do not elevate data security and training to the level it needs to be, considering the millions of dollars in cost per data breach. A reason for this is that they are not required by the Commission to meet any standard regarding data security. The data security world needs routinely updated security standards to provide a baseline of rules for businesses to follow.

2. The Commission’s Choice of Discretion Over a Concrete Standard

The Commission has argued against providing standards for businesses to guide themselves, because the complicated nature of data security requires a dynamic response. Additionally, the original intent behind the
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139. Complaint, supra note 137, at 10; Millman, supra note 137 (stating that hard coding security credentials fixes one common issue with data security but creates a plethora of other “security implications that is far bigger and with more potential for mis-use”).
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Commission was to balance regulation with the free flow of commerce and allow businesses to freely transact with one another without the concern of unfair practices. This business friendly objective that is being upheld by the Commission refusing to set solid security standards to promote the free flow of commerce comes at the expense of the consumer. Businesses time and again, from Ashley Madison’s lack luster and wholly insufficient security system, to Equifax’s poor system procedures, leave online security to the wayside. This is a serious problem that will only get worse when considering not only that the internet and data breaches are both growing in scope and magnitude, but also that Congress has been slow in creating regulatory abilities to match. Furthermore, a lack of national standards creates a free-for-all which can be especially harmful when considering that some businesses may benefit from a data breach. During the Senate Banking Committee’s hearing on the 2017 Equifax data breach, as Senator Elizabeth Warren correctly pointed out, Equifax has benefited from the data breach in the form of millions of dollars from its own data breach, as Equifax is concurrently in the business of protecting consumers against fraud from data breaches.

Consumers and businesses are both hurt by the Commission not adapting standards for data security and by the Commission overextending their interpretation of section 5(a). Whether from emotional damage or monetary harm, online privacy of consumers is not being sufficiently protected.
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security matters is still lacking, given the crucial nature of the sensitive information and competing aspect of profits and consumer protection.\textsuperscript{154} Therefore, Congress must provide legislative guidance not only to the Commission, but also to businesses in how they handle the data security of millions of Americans.\textsuperscript{155}

III. THE SOLUTIONS

Congress needs to enact a new bill to outline requirements for data protection, limit the Commission’s overreach by proscribing when it can pursue businesses over data breaches, and give the Commission the duty to create national standards for businesses to follow. Many major data breaches over the last few years revolved around businesses having lackluster security measures or practically none to speak of.\textsuperscript{156}

The Commission and its current form of enforcement under section 5(a) is inadequate if the agency is only picking up the pieces after a breach.\textsuperscript{157} It would be unfair to say that the Commission is entirely inadequate in its handling of data breaches, but rather it is an issue of the Commission needing an update and further expansion of regulatory ability and objectives to combat the issues of data breaches, especially in wake of the Eleventh Circuit’s opinion.\textsuperscript{158} The Commission’s necessary yet unjustified overreach with section 5’s general consumer protection claim to regulate businesses regarding data breaches is actually a Congressional issue.\textsuperscript{159} Congress is the only entity permitted to not only force the Commission to make rules, but also to concretely give the Commission power to pursue businesses over data breaches and lackluster data security.\textsuperscript{160}

The Commission, for better or worse, has done its best to stop data breaches under the at times unreasonable extension of section 5(a), but the
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time has come for Congress to expand the Commission’s oversight with the enactment of a new bill.\textsuperscript{161} Congress need only to look to Representative Janice Schakowsky’s Secure and Protect American’s Data Act, H.R. 3896, to find an appropriate bill for the necessary changes to the Commission’s handling of data breaches.\textsuperscript{162} H.R. 3896 provides a good baseline for changes to the Commission’s approach to data breaches.\textsuperscript{163}

A. Secure and Protect Americans’ Data Act, H.R. 3896

The proposed bill, H.R. 3896, was created with the goal of requiring “entities who collect and maintain personal information of individuals to secure such information.”\textsuperscript{164} The bill aims to fulfill this goal by assigning a standard for businesses to adhere to and actively respond to.\textsuperscript{165} This may be counterintuitive to many who feel that self-regulation is still the best manner to approach data security, but given the current state of data security, a more active approach is necessary.\textsuperscript{166}

The proposed bill lays out a general standard for businesses to establish and maintain their data security system.\textsuperscript{167} Businesses would now be given a general standard to adhere to, and also have a duty to keep their data security practices up to date and prepare a process to take “preventive and corrective action to mitigate against any vulnerabilities identified.”\textsuperscript{168} Once a breach has occurred, the businesses would also be required to provide
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notice to customers of the data breach. Furthermore, businesses would now be required to train and retrain persons who have access to personal information. These new duties are nearly a direct response to many recent data breaches where staff were undertrained or follow insufficient procedures.

In addition to new duties for businesses, if there is a data breach, the Commission would be responsible for enforcing the above duties to facilitate the purpose of the bill and be given the option to audit the covered entities security systems. The Commission would no longer have to rely upon consent decrees for enforcement and thus, would be able to bypass the new substantial hurdle created by the Eleventh Circuit. More importantly, by Congress enacting a bill regarding data security and the Commission’s position, the Commission would no longer need to hide behind their interpretation powers of section 5 of the FTC Act to pursue businesses over violations of data security if a data breach has occurred. The core issue in LabMD would be dissolved, as the Commission would directly be given the power to pursue businesses that are found to be in the violation of the new requirements and would not have to ground an unfairness claim in legal standard. Also, it would also have the ability to proactively monitor businesses’ data security practices and force updates or changes to better protect consumers data once a data breach has occurred. Moreover, the Commission would no longer be able to or be required to use their dated “dynamic” case-by-case approach to tackle cases.

H.R. 3896 would bring the U.S. one step closer to providing proper consumer protection. It would force and give the Commission the authority to thoroughly audit businesses that had exposed consumer data, as well as
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put an additional duty upon businesses to take increased preventative measures against security breaches.\(^\text{178}\) However, even with all the positives, H.R. 3896 would only improve the situation partially, and a more comprehensive governmental data security system would have to be adopted for the Commission to more effectively protect consumer’s online data.\(^\text{179}\)

**B. Strengthening H.R. 3896**

H.R. 3896 greatly improves the Commission’s position with asserting data security violations, but the bill is wanting in its pre-data breach protections for consumers.\(^\text{180}\) The bill only speaks to expanding enforcement actions after a data breach has occurred and not of preemptive measures.\(^\text{181}\) The needed substantial improvements over H.R. 3896 would give the Commission an active duty to create national standards and assign businesses an active duty to protect consumer’s data.\(^\text{182}\) Congress can remedy this issue by mirroring HIPAA and Health and Human Services (“HHS”) in their protection of highly sensitive medical data.\(^\text{183}\)

1. Improving Regulatory Oversight

With the creation of HIPAA in 1996, HHS began publishing national standards for the protection of health information.\(^\text{184}\) The standards are meant to protect the individual’s health information while promoting the adoption of new technologies, but also to be “flexible and scalable so a covered entity can implement policies, procedures, and technologies that are appropriate for the entity’s particular size, organizational structure, and risks to consumer’s [electronic protected health information].”\(^\text{185}\) The general rules give health care providers a duty to not only “maintain
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reasonable and appropriate administrative, technical, and physical safeguards,” but also an active duty to “[i]dentify and protect against reasonably anticipated threats to the security or integrity of the information.”

If applied to the business world, there would now be the requirement to, whether or not there was a detected data breach, a fiduciary duty to consumers to actively and reasonably protect consumer’s data.

By following the HHS, the Commission could still maintain their more hands-off approach by creating this duty for businesses and regularly establish scalable national standards, yet protect consumer’s sensitive data. H.R. 3896 does not go far enough though, as it does not assign an active duty to businesses, nor provide a finely wrought list of objectives for businesses to follow properly, or at least provide bare minimum protection for consumers. If the Commission is given the duty to create and maintain national standards such as the HHS is required to, the Commission will still be able to be as dynamic as they want to be.

2. Increasing Financial Accountability

Lastly, another abysmal part of H.R. 3896 and the status quo is that there is currently low accountability for businesses to comply with standards and for allowing a major data breach to occur.

Increased accountability in the monetary sense could use the profit seeking motivations of businesses for the consumer’s benefit and for more effective compliance to the standards that would be created by the Commission.

---
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This increased financial accountability could either come in the form of an express private cause of action\textsuperscript{193} or by substantially increasing the penalty that the Commission could levy against the infracting business.\textsuperscript{194} Businesses often only experience accountability in the form of a few weeks of bad press and potentially a comparatively small fine by the Commission.\textsuperscript{195}

For instance, a year after the Equifax’s data breach that compromised the sensitive data of over 145 million consumers, the company made more than $3 billion in revenue, the stock price bounced back, and Equifax has not been charged for any data breach violations by the Consumer Financial Protection Bureau and the Federal Trade Commission.\textsuperscript{196} Equifax has even escaped any actions or financial penalties from state agencies by merely agreeing with eight states to strengthen their cybersecurity programs to prevent another breach.\textsuperscript{197} As of this moment, the message surrounding Equifax is that the only accountability a business may face is in the form of bad press.\textsuperscript{198} Applying these fines or creating this cause of action would increase compliance and may actually promote the self-regulation model that the industry so desires.\textsuperscript{199}

CONCLUSION

As internet commerce continually expands throughout the U.S., the government in the form of the Commission must take a more active role in protecting consumers sensitive data.\textsuperscript{200} Much of the information stolen or leaked through insecure or outdated data security systems is sensitive information that cannot be replaced or changed and can cause grievous financial or emotional harm to consumers for life.\textsuperscript{201} Consumers are often
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unable to bring suits themselves with the Commission and now face substantial hurdles over their ability to as well.\textsuperscript{202}

One of the solutions presented, H.R. 3896, would provide some benefit to consumers, although a more expansive model passed by Congress, similar in the form of HIPAA would provide adequate protection for consumers.\textsuperscript{203} Under a HIPAA style expansion of regulatory oversight, the Commission would be able to provide scalable national standards and the ability to enforce violations if need be.\textsuperscript{204} Additionally, if passed in conjunction with increased accountability measures, businesses would be compelled to comply and provide proper protection of consumer’s sensitive data for the sake of remaining profitable.\textsuperscript{205} The massive data breach of the key institution, Equifax, must be the wake-up call for the Commission and Congress to take a more active role in keeping Americans’ sensitive data secure.
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